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Disclaimer

This information is not intended to be legal advice and may not be used as legal 
advice. Legal advice must be tailored to the specific circumstances of each case.

Every effort has been made to ensure this information is up-to-date. It is not 
intended to be a full and exhaustive explanation of the law in any area, nor should 
it be used to replace the advice of your own legal counsel.

Any opinions expressed herein are solely the opinions of the speakers and not 
their organization, respective clients, or the Receivables Management Association 
International. ATTORNEY ADVERTISING.



Today’s Session
This session will focus on pressing challenges and emerging trends shaping the industry. 

1. Supreme Court’s Consideration of Cases
• CFPB’s Constitutionality
• Chevron Deference Framework

2. Update on CFPB Proposals and Initiatives
• Terms and Conditions Registry
• Enforcement Action Registry
• Open Banking
• New Limitations on Noncompete Agreements

3. Federal and State Regulatory Approach
• Telemarketing
• Privacy and Data Security
• AI, Chatbots, and Other Technologies

4. Potpourri

5. Impact and What’s Next for the Receivables Management Industry

6. Wrap Up



Supreme Court’s 
Consideration of Cases 



CFPB v. Community Financial Services Association of America, Limited, et al.

• Questions Presented:

• Whether the court of appeals erred 
in holding that the statute providing 
funding to the Consumer Financial 
Protection Bureau (CFPB), 12 
U.S.C. 5497, violates the 
Appropriations Clause, U.S. Const. 
Art. I,§ 9, Cl. 7, and in vacating a 
regulation promulgated at a time 
when the CFPB was receiving such 
funding.

• Set for Argument:  Tuesday, October 
3, 2023.



• In 1984, in Chevron v. Natural Resources Defense Council, the Supreme Court ruled that courts 

should defer to a federal agency’s interpretation of an ambiguous statute as long as that 

interpretation is reasonable. 

• Case brought by a group of commercial fishing companies challenging a rule issued by the National 

Marine Fisheries Service that requires the fishing industry to pay for the costs of observers who 

monitor compliance with fishery management plans.

• Relying on Chevron, a divided panel of the U.S. Court of Appeals for the District of Columbia Circuit 

rejected the companies’ challenge to the rule. 

Although federal fishery law makes clear that the government can require fishing boats to carry 

monitors, it does not specifically address who must pay for the monitors. Because the NMFS’s 

interpretation of federal fishery law as authorizing industry-funded monitors was a reasonable one, 

decision concluded, the court should defer to that interpretation.  

• Court considering whether to overrule Chevron (or, the petition suggested, clarify that when a law 

does not address “controversial powers expressly but narrowly granted elsewhere in the statute,” 

there is no ambiguity in the statute, and therefore no deference is required). 

Loper Bright Enterprises v. Raimondo



Update on CFPB 
Proposals and Initiatives



Terms and Conditions Registry
In January 2023, the CFPB’s NPRM proposes to require nonbanks that are subject 

to CFPB supervision and that use form contracts to impose terms and conditions 
that limit or purport to limit consumer rights and legal protections to register with 

the CFPB. 

The proposed rule, if finalized, would:

• Identify and collect information on form contract terms and conditions 
that seek to waive or limit consumer rights and other legal protections

• Contract terms and conditions seeking to waive any constitutional, 
statutory, or common law legal protection, right, or defense; restrict the 

ability of consumers to complain; limit the time or place for consumers to 
bring legal actions; limit liability amounts; waive class action rights; and 

impose arbitration provisions. 
• Both company information and information about the use of the terms and 

conditions would be published.

• Increase market transparency and improve risk-based oversight
• Allow risk-based government oversight. 



Enforcement Action Registry

In December 2022, the CFPB proposed:

• Covered nonbanks would report certain agency and court orders connected to consumer financial 

products and services

• Report final agency and court orders and judgments, including consent and stipulated orders, brought 

under federal consumer financial protection laws or state laws regarding UDAAPs.

• Larger supervised nonbanks would designate a senior executive to attest regarding the firm’s 

compliance with covered orders

• Larger nonbanks that are supervised by the CFPB would be required to designate a senior executive to 

submit an annual supervisory written statement attesting to the steps taken to oversee the activities subject 

to the order and whether the executive knows of any violations of, or other instances of noncompliance 

with, the covered order.

In addition to publishing information about the agency or court order, the CFPB is considering publication of certain 

registration information about the company via release on the CFPB’s publicly available website.



Personal Financial Data Rights / Open Banking Rulemaking

• Coverage of data providers (covered person with 
control or possession of consumer financial data) who 
would be subject to the proposals under 
consideration:

• Depository and non-depository financial 
institutions that provide consumer funds-holding 
accounts or that otherwise meet the Regulation 
E definition of financial institution, and 

• Depository and non-depository institutions that 
provide credit cards or otherwise meet the 
Regulation Z definition of card issuer.

• Recipients of information, including consumers and authorized third 
parties:  (1) provide an “authorization disclosure” to inform the 
consumer of key terms of access; (2) obtain the consumer’s 
informed, express consent to the key terms of access contained in 
the authorization disclosure; and (3) certify to the consumer that it 
will abide by certain obligations regarding collection, use, and 
retention of the consumer’s information. 

• The types of information that would need to be made available;
• How and when information would need to be made available, 

including when information made available to consumers directly 
and to third parties authorized to access information on their behalf;

• Third party (data recipients or data aggregator) obligations;
• Record retention obligations; and
• Implementation period.

Background:  Section 1033(a) of the Dodd-Frank Act authorizes the CFPB to prescribe rules requiring “a covered person [to] make 
available to a consumer, upon request, information in the control or possession of the covered person concerning the consumer
financial product or service that the consumer obtained from such covered person, including information relating to any transaction, 
series of transactions, or to the account including costs, charges and usage data.” October 2022 proposals address the following topics:



Other Initiatives
• CFPB Pre-rulemaking re Credit Reporting

• CFPB, U.S. Department of Health and Human 
Services, and U.S. Department of Treasury Launch 
Inquiry into Credit Cards and Loans for Patients for 
Health Care Costs

• CFPB Issue Spotlight Analyzes “Artificial Intelligence” 
Chatbots in Banking

• CFPB Guidance to Address Abusive Conduct in 
Consumer Financial Markets

• Ongoing focus on “repeat offenders” and 
supervision/examination check-ins



CFPB Summer Highlights 2023

• Unlawful attempts to collect medical debt

• Deceptive representations about interest payments

• Failure to comply with Regulation E

• Unlawful charging of interest and fees

• Inadequate security for sensitive consumer information, weak 

password management controls, untimely software updates or 

failing to implement multi-factor authentication (UDAAP)

• Failure to assign contact personnel



Federal and State 
Regulatory Approach



Telemarketing/Consents/Online Contracts

• New FCC Rule Effective July 20, 2023 – TCPA prohibits prerecorded calls 
to residential landlines, except in the cases of the called party’s consent or 
in the case of emergency.  

• As of July 20, a debt collector’s prerecorded calls to a consumer’s 
landline are limited to three calls within any consecutive thirty-day 
period. 47 C.F.R. § 64.1200(a)(3)(iii). 

• These calls remain exempt from the TCPA’s general requirement (15 
U.S.C. § 227(b)(1)(B)) of prior express consent for prerecorded calls 
to a residential line, but a caller can exceed the three-call limit only 
with the prior express consent of the called party. 47 C.F.R. §
64.1200(a)(3)(iii). 

• In addition, every prerecorded debt collection call to a residential line 
must provide an automated, interactive voice and/or key-press-
activated opt-out mechanism for the called party to make a do-not-call 
request, and the caller must comply with any do-not-call request. 47 
C.F.R. § 64.1200(a)(3)(iii), (b)(3).

• Private cause of action:  $500/call; up to $1,500, if knowingly or willful

• FCC Proposal to ban the practice of obtaining a 
single consumer consent as grounds for delivering 
calls and text messages from multiple marketers on 
subjects beyond the scope of the original consent 
(April 2023, ongoing).  

• Enforceability of Online Consent and Disclosures -
E.g., Berman v. Freedom Financial Network LLC

• State Lending and Broker Law Developments

• New Safeguards Rule Compliance – Will the FTC 
come knocking?

• FTC, State AGs, Regulators – Telemarketing 
Enforcement Sweep (July 2023)



Artificial Intelligence (AI)



Web Chats and Chatbots



Potpourri



FTC Safeguards Rule

• New FTC Safeguards Rule Effective June 9,  2023 –

• Impacts “financial institutions” as that term is defined by law (includes debt buyers, 

debt sellers and collection agencies)

• Effective June 9, 2023

• Requires protection of information systems and data bases containing consumer data

• Requires Multifactor Authentication



What IS Multifactor Authentication (MFA)

Loosely and somewhat inappropriately known as “two factor authentication” or “two step authentication” 
(2FA)

MFA requires a layered approach to securing logins

• Something you know (username, password, birthdate, account number) and one of the following:
• Something you have (authenticator app, google app, token, PIV card)
• Something inherent and unique about the individual (fingerprint or face scan)

A digital certificate is a valid option for “something you have” if it is unique for a particular user. (PCI-DSS 
v 4.0)

• Major Area of Confusion – Who needs to protect the data?
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What is NOT Multifactor Authentication (MFA) 

• Not synonymous with single sign on

• Use of same process for consumer access as employee access

• User name and password or even user name and two passwords

• Relying on your clients to manage MFA for you unless operating in first party collection 
model

20



Impact on the Receivables 
Management Industry



Wrap Up



Thank you!

Please contact us if you have any questions:

• Rozanne Andersen, VP & Chief Compliance Officer, Finvi

• Manny Newburger, Vice President, Barron & Newburger, P.C.

• Jonathan Pompan, Partner, Venable LLP


