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Means
toYou

N THE MIDST OF THE EXTRAOR-
dinary corporate and accounting scan-
dals that have captured the attention of
federal regulators and the public in the
past year, Congress passed new and far-
reaching corporate governance legisla-
tion, the American Competitiveness
and Corporate Accountability Act of
2002, often referred to as the “Sarbanes-
Oxley Act.” It is a common mispercep-
tion that Sarbanes-Oxley, enacted as a
response to the disclosure of financial
misdeeds at Enron, Arthur Andersen,
Worldcom, and others applies only to
publicly traded companies subject to the
Securities and Exchange Act of 1934. In
fact, Sarbanes-Oxley, which became
effective July 30, 2002, contains a num-
ber of provisions, among them new and
sweeping criminal provisions that apply
to everyone, including nonprofit organ-
izations and their officers and boards.
Even the provisions that apply only to
publicly traded companies are coming
to be viewed as setting new standards
for corporate governance, or “best prac-
tices,” that all companies—public, pri-
vate, and nonprofit—should consider
adopting. 

This article focuses on two of the
new criminal provisions that apply to
all organizations—obstruction of jus-
tice by document destruction and retal-
iation against informants—and their
combined effect to vastly increase the
scope of potential criminal liability for
a variety of conduct. Further, steps to
comply with mandates affecting corpo-
rate governance are suggested as effec-
tive practices for nonprofits as well.

A guide to the implications of the 
Sarbanes-Oxley Act for nonprofit organizations.
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Document destruction
Prior to Sarbanes-Oxley, federal pros-
ecutors relied on a series of obstruc-
tion of justice crimes to prosecute
individuals for destruction of docu-
ments. Although these statutes pro-
vided some powerful tools, they were
fraught with loopholes, and prosecu-
tors were required to craft indict-
ments with great care. Under some
provisions, the government could
prosecute an individual directly
engaged in the destruction of docu-
ments, but only if a government pro-
ceeding was under way at the time of
the document destruction. Another
section allowed prosecution in
advance of a proceeding, but was lim-
ited to those who “corruptly per-
suade” another to destroy documents.

The government’s prosecution of
Arthur Andersen was based on this
“corrupt persuader” theory.

Sarbanes-Oxley has changed all of
that by introducing a comprehensive
new criminal provision, 18 U.S.C.
Section 1519, which broadens both the
subject matter and the range of cir-
cumstances in which the government
can prosecute document destruction.
Section 1519 makes it a crime to
knowingly destroy a document with
the intent to obstruct or influence “the
investigation or proper administration
of any matter within the jurisdiction
of any department or agency of the
United States . . . or in relation to or
contemplation of any such matter or
case.” The phrase “any matter within
the jurisdiction of any department or
agency of the United States” tracks the
language of the federal false state-
ments statute, 18 U.S.C. Section 1001,

and has been interpreted by the courts
to include almost every conceivable
area of interest on the part of the fed-
eral government. In addition, courts
have upheld the use of Section 1001 to
prosecute false statements to state
agencies and private contractors who
either receive federal funds or carry
out delegated federal programs. If the
new Section 1519 is interpreted by the
courts in the same way as Section
1001, even the destruction of docu-
ments that implicate a federal interest
only indirectly may become a matter
for prosecution. 

Moreover, by explicitly making
document destruction “in relation to
or contemplation of any such matter
or case” subject to criminal prosecu-
tion, the act codifies the broadest pos-

sible standard for determining when
document shredding becomes a crime. 

The act leaves open, however, the
question of when a federal matter is
contemplated. As an example, suppose
an employee sends an e-mail to co-
workers about an organizational mat-
ter and states, “If the feds ever get
wind of this, they’ll be all over us . . . .”
If the subject matter of the e-mail is, in
fact, something that is properly within
the jurisdiction of a federal agency,
has a “matter” now been “contem-
plated” by the organization under the
act? And if the documents are
destroyed, through the operation of a
document retention policy or other-
wise, are the organization and indi-
viduals exposed to criminal liability?
Although this is probably the outer
edge of circumstances that would give
rise to a criminal case, it is by no
means an unusual circumstance.

Recent heightened scrutiny of corpo-
rate malfeasance, both in the for-
profit and nonprofit sectors, virtually
ensures that this provision will be
tested in the future.

Whistle-blower protection
The act also provides new protections
for whistle-blowers against retaliation
in terms of employment. Section 1107
makes it a crime for anyone, with the
intent to retaliate, to take any action
that is harmful to any person, includ-
ing interference with lawful employ-
ment or livelihood, for “providing to a
law enforcement officer any truthful
information relating to the commis-
sion or possible commission of any
Federal offense.” The maximum pun-
ishment is 10 years incarceration and a

fine. Again, this provision is not lim-
ited to public companies, but applies
to everyone. The statutory definition
of “law enforcement officer” is “an
officer or employee of the federal gov-
ernment . . . authorized under law to
engage in or supervise the prevention,
detection, investigation, or prosecu-
tion of an offense . . . .” Thus, investi-
gators in various federal agencies such
as the Internal Revenue Service, the
Federal Trade Commission, the Fed-
eral Bureau of Investigation, the U.S.
Securities and Exchange Commission,
and others are likely to be included as
“law enforcement officers.” Nonprofit
organizations should therefore exam-
ine whether their internal procedures
are adequate to prevent retaliation
against employees who report prob-
lems or raise questions regarding the
organization’s financial or other
affairs.

S a r b a n e s - O x l e y  A c t

Nonprofit organizations should . . . examine whether their 
internal procedures are adequate to prevent retaliation against

employees who report problems or raise questions 
regarding the organization’s financial or other affairs.
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Potential impact on
nonprofit organizations
These two criminal provisions are par-
ticularly important for nonprofit organ-
izations that receive, as many nonprofits
do, federal funding through direct
grants or loans, or grants or loans from
state or private organizations that
administer federally funded programs.
Most federal agencies take some basic
measures to ensure that funds granted
or loaned to organizations are not mis-
used or embezzled. This effort can take
the form of routine file reviews, account-
ing audits, and even investigations by
the agency inspector general’s office.
Sarbanes-Oxley’s criminal provisions
mandate harsh consequences for tam-
pering with either documents or wit-
nesses, and as a consequence, nonprofit
organizations should adopt document
management policies and employment
policies, or review their current policies
and procedures, to ensure that they will
not run afoul of the new law.

Voluntary compliance
Beyond the criminal provisions that
apply directly to everyone, Sarbanes-
Oxley’s corporate governance require-
ments for publicly traded companies
are worth considering, and perhaps
adopting, even by nonprofit organiza-
tions, as effective practices. 

Independent directors. For instance, the
combination of Sarbanes-Oxley and
new stock exchange rules emphasizes
the importance of a strong and inde-
pendent board of directors, with cer-
tain committees of the board either a
majority or completely composed of
independent directors. Audit commit-
tee members, in particular, must be
independent of the company, and at
least one member of the audit commit-
tee must be a “financial expert.”

Committee protections. The act creates
extensive protections for audit commit-
tees, including sole responsibility for
appointing, compensating, and super-
vising auditors. The act also requires
the audit committee to set up internal
procedures for receiving and reacting
to complaints concerning accounting,
internal control, or auditing matters,

including establishing a mechanism for
handling confidential, anonymous con-
cerns of employees. 

Code of ethics. The act directs the Secu-
rities and Exchange Commission to
require each company to adopt a code
of ethics for its senior financial officers
and to disclose the contents of that code
in its public filings, or disclose and
explain the fact that it has not adopted
such a code. The SEC, in proposed
rules, has broadened the ethics code
requirement to cover the chief elected
officer. Sarbanes-Oxley also makes it
unlawful for any officer or director to
fraudulently influence an auditor in
the performance of an audit, for the
purpose of rendering the financial
statements misleading. 

Financial disclosures. In addition, new
financial disclosure requirements for
public companies include disclosure 
of material correcting adjustments
proposed by the auditor, material 
off-balance-sheet transactions, and
relationships with unconsolidated enti-
ties that might have a material effect on
the issuer. A covered company also
must include a report on internal con-
trols with the annual report. The act
requires a covered company to disclose
information concerning material
changes in its financial condition or
operations on a prompt and current
basis, and periodic public financial fil-
ings must be accompanied by a certifi-
cation by the CEO and chief financial
officer that the financial statements
and disclosures fairly present, in all
material respects, the operations and
financial condition of the issuer. 

Putting it into practice
As a practical matter, many nonprofits
will have neither the resources nor the
personnel to create complex internal
structures as described in the preceding
paragraphs. Some of these effective
practices, however, can be tailored to fit
even very small organizations to help
ensure compliance with the letter of the
law as required, and the spirit of the
law where the organization chooses.
For instance, if it does not already have
one, a small nonprofit might consider

creating an audit committee from the
current board and seeking a financial
expert specifically to sit on the audit
committee and help guide its work.
The board and management may want
to adopt a code of ethics addressing the
areas suggested by the SEC’s proposed
rule for ethics codes for senior officers
and directors. At a minimum, a non-
profit organization should establish a
document management policy to guide
employees in handling and disposing of
documents, specifically focused on doc-
uments that may relate to “matters
within the jurisdiction of an agency” of
the federal government; whether it is
tax matters within the jurisdiction of
the IRS, employment matters within
the jurisdiction of the Equal Employ-
ment Opportunity Commission, or
antitrust matters within the jurisdiction
of the U.S. Department of Justice or
Federal Trade Commission, many non-
profit organization documents fall
within this realm. Finally, nonprofits
should consider adopting some form of
employment policy and procedure to
encourage internal disclosure of mis-
conduct or mishandling of funds, to
ensure that funds are properly handled
and that any certifications or reports
made to funders—especially those
administering federal funds—are cor-
rect and fairly represent the finances
and operation of the organization. 

Although Sarbanes-Oxley was
passed in response to recent corporate
and accounting scandals affecting some
of the largest publicly traded compa-
nies in the country, the impact of its
criminal provisions will be felt
throughout the economy and society,
and many of its provisions will likely
become benchmarks for all companies
and organizations, including nonprof-
its. Accordingly, the staff, officers, and
directors of nonprofits should review
the policies and operations of their
organizations in light of the Sarbanes-
Oxley Act, and make the adjustments
necessary to comply with the law and
to incorporate new standards of corpo-
rate governance. 

W. Warren Hamel is a partner at the law
firm of Venable, LLP, based in Washington,
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