
THE SUITE OF SERVICES

Venable will utilize legal services, tested organizational 
governance models, technological tools, insurance, and public 
relations expertise to aid companies and organizations with 
their risk management needs. Using the voluntary federal 
Cybersecurity Framework as a guide we can help organizations 
set baselines and reduce risk without fear of increasing liability 
of regulatory enforcement and private and class action litigation 
that can lead to financial and reputational harm.

AREAS OF FOCUS 

  Asset management

  Data governance policies

  Risk assessments

  Board and executive training

  Information protection reviews

  Backup procedure reviews

  Access control

  Incident detection and prevention technologies

  Cloud services

  Insurance

  Penetration testing

  Continuous monitoring

  Information sharing

  Security operations center

  Mitigation

  Recovery planning

  Incident response and recovery exercises

VENABLE SNAPSHOT
 
Named “Cyber Security Trailblazers”  
by the National Law Journal

Ranked as top lawyers in cybersecurity 
by the Washingtonian

Received Chambers USA “Award for 
Excellence” for the top U.S. privacy 
practice

Named two of the “Top 25 Privacy 
Experts” by Computerworld

“Winning particular plaudits” for 
“sophisticated enforcement work”  
–Chambers and Partners

Recognized by Chambers Global and 
the Legal 500 as a top law firm for its 
outstanding data protection and 
privacy practice
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Managing Director of Cybersecurity 
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Cybersecurity Risk Management Services Team

Stuart P. Ingis | singis@Venable.com | 202.344.4613
Partner, Venable LLP

Mr. Ingis co-leads Venable’s eCommerce, Privacy, and Data Security Practice Group. Mr. 
Ingis is a nationally recognized leading attorney and thought leader on privacy, marketing, 
advertising, eCommerce, and Internet law. Mr. Ingis regularly represents companies in the media, 
communications, Internet, information services, advertising, retail, and financial services industries 

before the U.S. Congress and the Federal Trade Commission (“FTC”) as well as before other federal and state entities. 
Mr. Ingis is well-known for representing clients in crisis management situations. Mr. Ingis has represented a number of 
CEOs in testimony before Congressional Committees. Mr. Ingis also serves as general and policy counsel to the Direct 
Marketing Association, policy counsel to the Interactive Advertising Bureau, and general and policy counsel to the Digital 

Advertising Alliance.

Emilio W. Cividanes | ecividanes@Venable.com | 202.344.4414
Partner, Venable LLP

Mr. Cividanes co-leads Venable’s eCommerce, Privacy, and Data Security Practice Group. With 
nearly three decades of experience in counseling clients in connection with privacy and data 
protection, he has worked extensively with Congress and federal agencies, as well as assisted 
companies in handling hundreds of data security incidents, ranging from health data to credit 

cards to Social Security Numbers. Mr. Cividanes has successfully represented companies in connection with privacy-
related litigation, and congressional and regulatory investigations. Among other cases, he represented GeoCities in the 
FTC’s first Internet privacy case and Reed Elsevier Inc. in connection with the FTC’s 3-year investigation of the company’s 
data security practices. He has served as counsel to the U.S. Senate Judiciary Committee’s Subcommittee on Technology 
and the Law and taught information privacy law as an adjunct professor at Georgetown University Law Center.

John F. Banghart | jfbanghart@Venable.com | 202.344.4803
Senior Director for Technology Risk Management, Venable LLP

Mr. Banghart is Venable’s Senior Director for Technology Risk Management, with over two 
decades of federal government and private-sector experience in cybersecurity. Mr. Banghart 
has successfully led efforts to address significant and high-profile cybersecurity issues within 
major government programs and institutions while facing complex legal, technical, and political 

circumstances. Prior to joining Venable, Mr. Banghart was the Senior Director for Trusted Engineering for Microsoft. 
From 2013 to 2015, Mr. Banghart served on the White House National Security Council (“NSC”) as the Director for Federal 
Cybersecurity, leading NSC’s efforts to address significant cybersecurity incidents. Mr. Banghart also spent several years as 
a cybersecurity researcher at the National Institute of Standards and Technology and in the Office of the Undersecretary 
of Commerce for Standards and Technology. Additionally, Mr. Banghart has worked at the Centers for Medicare and 
Medicaid Services, Booz Allen Hamilton, and the Center for Internet Security.

Ari M. Schwartz | aschwartz@Venable.com | 202.344.4711
Managing Director of Cybersecurity Services, Venable LLP

A leading voice in national cybersecurity policy with over two decades of government and 
nonprofit sector experience, Ari Schwartz is Venable’s Managing Director of Cybersecurity 
Services. In his role, Mr. Schwartz directs the establishment of cybersecurity consulting services 
for Venable, assisting organizations with understanding and development of risk management 

strategies, including implementation of the Cybersecurity Framework and other planning tools to help minimize risk. 
Prior to joining Venable, Mr. Schwartz was a member of the White House National Security Council, where he served as 
Special Assistant to the President and Senior Director for Cybersecurity. As Director, Mr. Schwartz coordinated all network 
defense cybersecurity policy, including the Cybersecurity Framework. Mr. Schwartz also served in the Department of 
Commerce, where he advised the Secretary on technology policy matters. Additionally, Mr. Schwartz has worked at the 
Center for Democracy and Technology and the Center for Effective Government.


